Dial-Up Networking overview

Dial-Up Networking is the client version of Windows NT Remote Access Service (RAS).

Dial-Up Networking lets you connect to your office network from a remote site, such as your
home, a hotel, or anywhere there is an outlet for your computer and phone jack for your modem.
Dial-Up Networking works by calling the dial-up server and establishing a telephone connection
with the network. Once you have connected, you work with all your applications as though you
were physically in the office, directly connected to the network or local database.

For example, you can:

= Access remote databases through the Windows NT Explorer.
u Send and receive electronic mail.
u Print files on the office printer.

Dial-Up Networking clients can use TCP/IP, IPX, or NETBEUI to connect to any SLIP, PPP or
Microsoft RAS server over a modem, ISDN line, X.25, or PPTP connection.

Microsoft does not support access to Macintosh volumes and AppleTalk printers over dial-in lines.



A list of all the entries in the current phonebook. Select an entry and then click Dial. You can also edit, clone, or
delete entries by clicking More.

The default phonebook is the system phonebook (rasphone.pbk). To select a different default phonebook, click
More and choose User preferences. In the Phonebook tab select a personal or alternate phonebook.



Click to add an entry to the phonebook.



Click to see more commands such as edit, delete, or clone an entry.



Displays the complete number that will be dialed, including prefixes, suffixes and telephony dialing properties.
Click Location to change how the number appears or type a new number in the box to temporarily override the
number associated with the entry.



Specifies the location from which you are dialing.

If you have a laptop computer, it might be useful to set location properties for your various locations, such as
your office, home, or hotel. Thus, depending on your location setting, your phonebook entries can be customized

to use specific area codes or calling card numbers.



Click to change the properties of the selected location or create a new location.

The dialog box that appears depends on whether or not you selected the Use Telephony dialing properties
check box in the Basic tab. By default, this check box is not selected and the prefix and suffix controls from
previous versions of RAS are available.

Select the check box if you want to use the telephony dialing features. The circumstances when you might want
to use these features are when you are calling long distance or using a credit card.



Click to dial the phonebook entry selected in the Phonebook entry to dial box.



Click to close the dialog box



Type the name of the entry you want to dial (company name or server name). Choose any name you like, from 1

to 256 characters. Typically, the name of the remote server or the type of connection is a good choice, for
instance, "PPP Internet connection" or "SLIP Internet connection".

This name appears in the phonebook list.



An optional box for you to store notes on the entry.



Choose the country of the dial-up server you are calling.



Type the area code of the dial-up server you are calling.

If the dial-up sever is in a country other than the United States, type the city code here, but do not include the
leading 0. For example, if the city code is 071, just type 71.



Type the phone number of the dial-up server. See Phone Number Modifiers for special command sequences.



Click to add secondary phone numbers to the entry. If the first phone number cannot be reached, the secondary
phone numbers are dialed until a successful connection is made.



Select the preferred device to dial. If the first device fails, any other devices of the same type will be used to try
to make a connection if you select the Use another port if unavailable check box.

In the Dial using box you can also select multiple lines to be used when you are dialing. This uses Multilink
functionality which combines multiple physical links into a logical “bundle” to create an aggregate link that
increases your bandwidth.

To use Multilink, both the clients and servers must have Multilink enabled.

Click Configure to choose which modems or adapters to use for the connection.



Click to configure device-specific settings. For example, if you are using modems to make a connection, click to
set the speed of your modem and enable modem compression.



Select this check box to use the telephony dialing features. These are useful when you are calling long distance
or using a credit card. Selecting this check box brings up the telephony dialing page when you click Location in
the Dial-Up Networking dialog box. If you do not select this check box, the prefix and suffix controls from
previous versions of RAS appear when you click Location.

Do not select this check box if you are dialing a number within your internal corporation.



Choose the dial-up sever type. If you are not sure, choose PPP. If you are calling a SLIP server, choose SLIP. If
you are dialing a server that uses an older RAS protocol, you should choose Windows NT 3.1, Windows for
Workgroups 3.11.

Some of the protocols and other options in the Server tab may not be available depending on your selection.



Network protocols are the protocols you use to communicate with servers on the LAN once you are connected to
a dial-up server. See your network administrator if you do not know which protocol to select.

You can select more than one protocol. Protocols already installed on the computer will be checked by default.



The Transmission Control Protocol/Internet Protocol (TCP/IP) is a networking protocol that provides
communication across interconnected networks.

TCP/IP is the suite of network protocols used on the Internet.



The NetWare suite of protocols used in a Novell network.



NetBEUI is network protocol native to Microsoft Networking. This protocol is the Microsoft implementation of the
NetBIOS standard.



Click to set TCP/IP settings for the phonebook entry. If you are calling a Microsoft server (Windows NT, Windows
95, Windows for Workgroups, or other Microsoft RAS server) you do not need to configure TCP/IP settings.



Dial-Up Networking offers software data compression in addition to supporting modem compression. So, you do
not have to turn on modem compression to benefit from a faster throughput.

Select this check box to enable software compression.

For recommendations about getting the most out of compression, see Compression Recommendations.



Select this check box to enable newer PPP features. These extensions may cause problems when calling servers
with older PPP software. Clear the check box only if consistent problems occur.

Clearing this check box prevents LCP from sending Time-Remaining and Identification packets and requesting
callback during the LCP negotiation of PPP.



Select this check box if you do not want to use a script or terminal after dialing.



Select this check box to use a terminal box after dialing.

See Using RAS Terminal for Remote Logons



Select this check box to use a script after dialing.



Select which script to use after dialing. These scripts are part of Switch.inf, in which you can modify or create
new scripts.

See Automating Remote Logons Using SWITCH.INF Scripts



Click to instantly access Switch.inf in order to modify or create new scripts.



Click to update the script list box after editing Switch.inf.



Click to use a script before dialing, for instance, when using an intermediary device on the client side.



You can choose the rules used to negotiate authentication and encryption with the dial-up server. Authentication
deals with verifying clients to servers and setting encryption prevents someone from monitoring data on the
communication line.



Permits connection using any authentication requested by the server (MS-CHAP, MD5-CHAP, SPAP, PAP). This
setting is the most permissive and can be used when you are not worried about passwords. This option is useful
if you are calling a non-Microsoft server.



Permits connection using any authentication requested by the server except PAP.

This option is useful if you are calling a non-Microsoft server and do not want to transmit clear text passwords on
the communication line.



Permits connection using MS-CHAP authentication only.

This option is useful if you are calling a Microsoft server. You can also choose to use data encryption or change
password support over Dial-Up Networking.



All data sent over the wire is encrypted. This option is available only on Windows NT version 3.5 or later RAS
computers. Windows NT RAS provides data encryption using the RSA Data Security Incorporated RC4 algorithm.

If you select this check box, the connection will hang up if it does not encrypt.



This option is an optimization appropriate for those using a home computer as an alternate workstation on an
office network. Selecting this option causes the credentials entered at CTRL+ALT+DEL logon to be used for the RAS

connection. This setting eliminates the need to logoff/logon when you are attempting a RAS connection after the
account password has been changed on the office workstation.



If you have previously chosen to save your password in the dialog box that prompts you for your username,
password and domain when dialing an entry, you can click to erase that password.



Choose the name of the X.25 network you are calling.



Enter the X.25 address (the X.25 equivalent of a phone number) for the dial-up server you want to call.



Filling in these boxes is optional, in most cases you do not need to type anything further.



Enter additional connection information required by the X.25 host computer. Typically, you should leave this field
blank unless your system administrator advises otherwise.



Enter any additional facility parameters you want to request from your X.25 provider. For example, some
providers support /R to specify reverse charging. For details, consult your X.25 documentation or provider.



Select this check box to view and edit the phone™ number you are dialing in the Dial-Up Networking dialog
box.

Clear the check box to prevent the phone number from being displayed in the dialing status popup during the
connection sequence.



Select this check box to view and edit the location setting in the Dial-Up Networking dialog box.



Select this check box to start Dial-Up Networking Monitor before dialing a number.



Select this check box to see the connection status during a call.

Clear the check box if you prefer connections to silently connect and show status only when success or failure
has been determined This is most useful with Autodial.



Select this check box to close Dial-Up Networking after a successful connection.



Select this check box to enable you to edit the Dial-Up Networking phonebook when you are logging in to
Windows NT and have selected the Logon using Dial-Up Networking check box.



Select this check box to enable a user to create new TAPI dialing locations when a user is logging in to Windows
NT and has selected the Logon using Dial-Up Networking check box.

Clear this check box to prevent a user that is logging in from changing the dialing locations or creating a new
location.



Select this check box to use the Dial-Up Networking wizard to create new phonebook entries.



Select this check box to receive a prompt before a connection is automatically established. This feature is useful
for tracking every autodial connection and being aware, for instance, that an expensive ISDN line is being used.

The Remote Access Autodial service must be running in order for this option to take effect.



Select each location where you want to enable RAS Autodial.

RAS Autodial maps and maintains network addresses to phonebook entries, allowing them to be automatically
dialed when referenced-whether from an application or from the command line. A network address can be an
Internet host name, an IP address, or a NetBIOS server name.

The Remote Access Autodial service must be running in order for this option to take effect.

See RAS Automatic Dialing



Specify the number of times to automatically redial the number. No redial means zero.



Specify the number of seconds to wait before automatically redialing. This gives the remote device time to reset.



Specify the amount of idle seconds before a connection hangs up.

Keep in mind that the dial-up server also has a disconnect timer. If this control is set to a high timeout number,
there is no guarantee that the connection will not disconnect before the time passes. This is because the server

may choose to disconnect you before the time set here.

The Remote Access Autodial service must be running in order for this option to take effect.



Select this option if you do not want the dial-up server to call you back.

This option is for the convenience of a remote user who calls from various places. It is not a security feature.
Select Set By Caller for clients that call from various locations and different phone numbers. When the user’s
call reaches the remote access server, the following steps occur:

1 The server first determines if the user name and password are correct.

2 If they are, the Callback dialog box appears on the user’s computer.

3 The user types the current callback number in the dialog box and waits for the server to return the call.

Set this option to minimize telephone charges for anyone calling in from various locations, such as field
representatives.



Select this option if you want the dial-up server to ask whether or not you want to be called back during the
connection process.



Select this option if you want the dial-up server to call you back. You must then supply phone numbers for each
device.



Select the device to be used during callback and click Edit to enter a phone number.



Click to enter a phone number for the dial-up server to use when calling you back.



Click to delete the selected device from the callback list.



Enter the number for the dial-up server to use when calling you back.



Use the following options to select the default phonebook for use in the Dial-Up Networking dialog box.



Select this option to use the system phonebook. This is the default phonebook (rasphone.pbk in the \SYSTEM32
folder)



Select this option to use a personal phonebook. A personal phonebook is created with protection mode so that
another user who logs on to the same computer will not be able to see your phonebook. Password protection
mode only works on NTFS file partitions.



Select this option to use a phonebook that is located outside the \SYSTEM32 folder. For example, a phonebook on
another computer.



Select a phonebook from the list or type the complete path to the phonebook.

Click Browse to search for a phonebook.



Click to find other phonebooks on your computer or to see a list of phonebooks on other computers.



Select the type of ISDN connection. The choices are in order from the highest quality (64K Digital) to the lowest
(56K Voice).



Select this check box to start at the selected line type and negotiate to a lower quality line type, depending on
the line's condition.

Note: Some ISDN cards negotiate both the line type and the number of channels if the Negotiate line type
check box is selected. In other words, not only will the card start negotiating at highest quality line type
(64K digital) and fall back to lowest quality (56K voice), but in many cases it will also fall back from
multiple channels to fewer channels if necessary.



Select this check box if the server you are dialing into supports only proprietary protocols. For instance, using
DigiBoard devices on both the server and the client.
Clear this check box to use Multilink over multiple ISDN lines. Multilink does not require proprietary protocols on

the server or client.



Select this check box to compress data before transmitting it. If you enable hardware compression, turn off
software compression.

Note: Not all ISDN cards offer hardware compression. If this feature is turned on and your card does not offer
compression, your data throughput will not improve. If you do not know whether your card has
compression, check with the card's manufacturer.



If your card allows you to aggregate more than one ISDN channel, and the remote access server's ISDN card is
configured to allow channel aggregation, you can select more than 1 channel to improve throughput. See the

section "ISDN Phone Numbers" in Adding/Editing/Cloning an Entry.

Not all ISDN drivers let you restrict channel aggregation. If you have a non-restricting driver and your computer

is configured to receive calls, ask clients dialing in to specify only one or two channels. Otherwise, one user with

several ISDN cards could monopolize all channels on the server.

Note: You cannot connect through more channels than the number available on your ISDN card(s). In fact,
selecting more than the maximum available may prevent you from connecting.



Displays the installed modem.

Note: To change your modem or install a new modem, choose the Network icon in Control Panel. In the
Services tab, select Remote Access Service and then click Properties. See the online Help in the
dialog boxes for more information.



Select the speed at which your modem begins to negotiate with the remote access server's modem. The speed,
in bits per second (bps), may increase or decrease during negotiation.



Selecting a hardware feature that is not supported by your modem has no effect on performance.



Select this check box to enable hardware handshaking. This feature enables the modem to tell remote access
software when the line is congested or clear, so that the remote access software can temporarily stop
transmitting data when necessary. This handshaking streamlines data transmission, prevents overrun errors, and

thus improves overall data throughput.



Select this check box to check errors on blocks of data through cyclic redundancy checks (CRCs). Modem error
control causes the modem to retransmit garbled data, ensuring that only error-free data passes through the
modem. For more information, see MNP4 and V.42.



Select this check box to compress the modem-to-modem data stream, reducing the number of bytes transmitted
and therefore reducing the transmission time. The reduction achieved depends on the amount of redundancy in
the transmitted data.

Note: Software compression is more effective than hardware compression because a much larger pattern buffer
is available on the computer than on the modem. In addition, modem compression delays the first
transmission while the modem's pattern buffer is filled at computer-to-modem speed. Software
compression accomplishes this task at the much faster memory speed and transmits compressed data
over the entire computer-to-computer link rather than just the modem-to-modem segment.

In general, you should not enable modem compression and software compression at the same
time, because no benefit is gained from compressing pre-compressed data. In fact, it may
actually increase the size of the transmitted data, depending on the algorithm used by the
modem.



Select this check box to enter AT commands to the modem manually when dialing rather than executing the
scripted commands. Enable this feature when testing modem strings for new entries in the modem script file
(MODEM.INF) and for unusual situations where interaction is required midway in the dial sequence.

In general, do not enable this feature when dialing with the telephone keypad, for example,
when connecting through a switch controlled by a human operator.



Select this check box if you do not want to hear the modem dial tone and connection sounds.



Your Windows NT domain password has expired. Please change your password now by filling in the fields in this
dialog box.

Passwords are case-sensitive. Remember your use of uppercase and lowercase letters when you type a new
password.



Type the current password.



Type the new password.



Type the new password again to confirm it.



The dial-up server is configured to call you back at a number you specify for convenience purposes, such as
reversing the calling charges.

You can automatically answer this dialog box by choosing the User preferences command from the More
button and then selecting options in the Callback tab.



Type the number at which you want the remote access server to call you back.



Your modem (or other connecting device) has reported an error. If you are using a supported modem, turn the
modem off and then back on. Close and restart the Remote Access Service, and then redial.

If your modem is not supported by Remote Access, contact your modem's manufacturer. For a list of supported
modems, see the Windows NT Hardware Compatibility List.

Make sure you have correctly configured your modem for Remote Access. To check your configuration, see
Reconfiguring Dial-Up Networking.



Counts down the number of seconds until redialing based on settings in the Dialing tab in the User
preferences dialog box.



At least one of the protocols selected for the entry failed to connected.
Click Accept to connect using the protocols shown.

Select the check box to use only the protocols that connected the next time you dial. Or, to change the
connection protocols for an entry, in Dial-Up Networking, select an entry and click More. Select Edit entry and
modem properties. In the Server tab, select the network protocols you want to use for the connection.



Click to connect using the protocols shown.



Click to hang up the connection.



Select this check box to use only the protocols that connected the next time you dial.

To change the connection protocols for an entry, in Dial-Up Networking, select an entry and click More. Select
Edit entry and modem properties. In the Server tab, select the network protocols you want to use for the
connection.



Dial-Up Networking Authentication credentials are typically the same as your network logon credentials. Dial-Up
Networking uses these credentials to verify that you have the right to physically access the network. Dial-Up
Networking does not actually log you on, so after your connection is established you may need to log on (by
pressing CTRL+ALT+DEL for Windows NT) to access protected network resources.



Type your remote access user name.



Type your remote access password.



If you are calling a non-Microsoft server, you do not have to enter a domain.

If you are calling a Microsoft server, the domain name you enter should be the Windows NT domain that the
Windows NT RAS server or your Dial-Up Networking account is in. This is not the DNS domain name given by
some PPP/SLIP providers. For example, you would enter accounting, not www.halcyon.com. For information about
domains and trust relationships, see the Windows NT Server Concepts and Planning Guide.

If you are connecting to MSN, type msn\username in the Username box and leave the domain name blank.



Select this check box to save your password for the entry. The next time you make a connection with this
phonebook entry, this authentication dialog box will not appear.

If select this check box and later want to change the password for the entry, you must edit the phonebook entry
and in the Security tab, click Unsave password.



Dial-Up Networking clients must have an IP address. Select this option for an address to be assigned
automatically by the dial-up server.



Select this option if you require a specific IP address as a Dial-Up Networking client and enter the required IP
address.



Enter the required IP address. The dial-up server must be configured to permit clients that use a specific IP
address.



Dial-Up Networking clients may require a server that maps the IP addresses used by computers to the friendly
names used by people. For example, 198.105.232.1 is an IP address that users refer to as ftp.microsoft.com.

Domain Name Service (DNS) servers are used on TCP/IP networks worldwide. Windows Internet Name Service
(WINS) servers have been introduced in Windows NT version 3.5 and later. Both can provide name resolution to
Windows NT Dial-Up Networking clients.

Select this option to allow the dial-up server to assign DNS or WINS servers to Dial-Up Networking clients.



Select this option to specify the DNS and WINS servers (and alternate or backup servers).

Any address set to 0.0.0.0 or left blank does not change the configuration for that particular name server
address, as if the server had rejected the option.



Enter an IP address to use a specific DNS server.



Enter an IP address for an alternate DNS server.



Enter an IP address to use a specific WINS server.



Enter an IP address for an alternate WINS server.



This check box sets Van Jacobson IP header compression during log on and negotiation with a PPP server.

When checked (the default) Dial-Up Networking will attempt to use V] compression. This may or may not be
successful depending on the capabilities of the remote PPP server, however, failure to negotiate V) compression
does not prevent the connection from working.

When cleared, Dial-Up Networking will not request or accept V) compression. Some older versions of non-
Microsoft PPP server software do not work with Windows NT Dial-Up Networking when V] header compression is
enabled. You should clear this box only when you successfully connect but you cannot transfer IP data in one or
both directions.

If cleared, this check box overrides the registry values:

WHKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services\Rasman\PPP\IPCP\AcceptVJCompression and
RequestV]Compression.



This check box applies only to Dial-Up Networking clients that are simultaneously connected to a LAN and using
a network card. When checked, packets that cannot be routed on the local network are forwarded to the default

gateway on the remote network. In addition, address conflicts between the remote and local networks will be
resolved in favor of the remote network.



Dial-Up Networking clients can connect to a SLIP server and must supply an IP address. You can pre-enter the IP
address here that you would normally enter in the Terminal window. Only enter an address here if the IP address
the server assigns you at connection time is the same every time you connect.



Specifies the DNS and WINS servers (and alternate or backup servers).

Any address set to 0.0.0.0 or left blank does not change the configuration for that particular name server
address, as if the server had rejected the option.



Enter an IP address to use a specific DNS server.



Enter an IP address for an alternate DNS server.



Enter an IP address to use a specific WINS server.



Enter an IP address for an alternate WINS server.



Dial-Up Networking SLIP supports Van Jacobson (V]) TCP/IP packet header compression. V] is a protocol
optimization widely supported in SLIP implementations. Some SLIP implementations do not support VJ.

When this check box is cleared (the default) Dial-Up Networking SLIP attempts to detect compressed packets
and, if found, automatically shifts into V) mode. This gives the best chance of a successful connection and, in
most cases, the best performance available.

In some cases where both ends are attempting to detect compression, compression may not be activated. If you

are certain that the remote server supports V)] compression, select this check box to activate compression and

improve performance. You can verify that compression is occurring by monitoring the compression information in

the Dial-Up Networking Monitor Status tab.

Note: If this check box is selected and the remote server does not support V) compression, inbound traffic will
continue normally but outbound traffic will not succeed. In this case, since most applications require
communication in both directions the session will usually appear stopped.



This check box applies only to Dial-Up Networking clients that are simultaneously connected to a LAN and using
a network card. When checked, packets that cannot be routed on the local network are forwarded to the default

gateway on the remote network. In addition, address conflicts between the remote and local networks will be
resolved in favor of the remote network.



Choose an outgoing frame size. The default setting is 1006; 1500 is also available if your remote access server
accepts 1500-byte packets.



RAS Terminal is a character-based window that displays the logon sequence from the remote computer. Typically,
you can use this window to interact with the remote computer for logging on. Alternatively, you can automate

this manual logon using scripts. See Using RAS Terminal for Remote Logons for more information.

To change your before and after dialing options, use the Script tab in Dial-Up Networking.



Enter an IP address for the remote computer.



Click after you have completed all interactions with the remote computer.



Dial-Up Networking Multilink combines multiple physical links into a logical "bundle." This aggregate link
increases your bandwidth. The most common use is bundling ISDN channels, but you can also bundle two or
more modems or a modem and an ISDN line. To use Multilink, the dial-up server must have Multilink enabled.

Select the devices you want to link together during a call.



Click to add new or alternate phone numbers for the device.



Click to configure device-specific settings. For example, if you are using modems to make a connection, click to
set the speed of your modem and enable modem compression.



Choose a device on your computer to view its connection status.



When a connection is active, this shows the current use of the device - for clients it shows the phonebook entry,
for servers, it shows the user connected to the phonebook entry.

If the condition is inactive then there are no current connections based on the entry.



The speed in bits per second (bps) at which data is being transferred between modems.



The number of seconds since a physical connection was established.



Displays the status for incoming data.



Displays the status for outgoing data.



Displays the errors you might have during a connection.



The total number of bytes received over this connection. This number represents the bytes after they have been
decompressed.



The number of logical network frames received from the server. The format of the frame depends on the network
protocol in use. The maximum size of a frame is 1514 bytes. Well-written client/server applications transmit a

small number of full or almost full frames. If you observe large numbers of small frames, the application you are
running was probably not designed to run efficiently across slow links.



The ratio of compression achieved on received data, where higher is better. For example, if 400 incoming bytes
decompress into 1,000 bytes, the compression ratio is 60 percent. This value refers to software compression
only. The compression ratio depends on the amount of redundancy in the data received. For example, text and
bitmaps compress well, but executable files and previously compressed data do not.

Connections using IP protocol V] header compression (if active) is figured into this number. This entry may be
non-zero even when Disable Software Compression (which applies only to data, not headers) is selected.

Note: Software compression is not attempted on some frames, for example, multicast datagrams or very small
frames. Such frames are not included in the compression computation.



The total number of bytes sent over this connection. This number represents the bytes before they have been
compressed.



The number of logical network frames sent to the server. The format of the frame depends on the network
protocol in use. The maximum size of a frame is 1514 bytes. Well-written client/server applications transmit a

small number of full or almost full frames. If you observe large numbers of small frames, the application you are
running was probably not designed to run efficiently across slow links.



The ratio of compression achieved on transmitted data, where higher is better. For example, if 1,000 bytes are
compressed into 400 bytes before transmission, the compression ratio is 60 percent. This value refers to
software compression only. The compression ratio depends on the amount of redundancy in the data being

transmitted. For example, text and bitmaps compress well, but executable files and previously compressed data
do not.

Connections using IP protocol V] header compression (if active) is figured into this number. This entry may be
non-zero even when Disable Software Compression (which applies only to data, not headers) is selected.

Note: Software compression is not attempted on some frames, for example, multicast datagrams or very small
frames. Such frames are not included in the compression computation.



Errors caused by the failure of a cyclic redundancy check (CRC). A CRC error indicates that one or more
characters in the data packet arrived garbled from the server.



An expected character was not received in time. When this happens, the software assumes that the data has
been lost and asks for it to be resent.



A condition in which a character received is not the one expected. An alignment error usually happens when a
character is lost or when a timeout error occurs.



An error in which an asynchronous character is received with an invalid start or stop bit. If this error occurs and
the computer is unable to establish a remote access connection, the computer-to-modem (DCE-to-DTE) bps rate
may be incorrect. This problem suggests that the modem configured for remote access may not be correct for
the modem you're using. Changing the bps rate or the hardware flow control setting may alleviate the problem.

Contact your system administrator if this error occurs continually and if you are unable to connect through Dial-
Up Networking.



The number of times the sending computer has transmitted characters faster than the receiving computer can
process at the hardware level. If this problem persists, reduce the bps rate.



The number of times the sending computer has transmitted characters faster than the receiving computer can
process at the software level. If this problem persists, reduce the bps rate or lower the CPU load on the
computer.



Resets the statistics for this connection to zero



Displays details about the network connection for the device.



Click to hang up the connection.



The text sent from the local modem to the computer when the modems have finished negotiating. The text
typically begins with the word CONNECT, often followed by the status of negotiated features and line speed. For
example, the text might show that V.42 bis is in use. This section will be empty if you are using an ISDN line.
Refer to your modem documentation for a specific interpretation of the response.



The number of bytes received by the device before the bytes have been decompressed.



The number of bytes sent by the device after the bytes have been compressed.



You can see which networks and devices on your computer are connected, and which users are connected to
them.



Displays details about the network connection for the device.



Click to hang up a connection.



You can configure your computer to play sounds to communicate the following connection messages.



Select this check box to hear a sound when a connection is successful.



Select this check box to hear a sound when a connection is dropped.



Select this check box to hear a sound when data is transmitted.



Select this check box to hear a sound when an error occurs.



Select this check box to see a button for the Dial-Up Networking Monitor icon appear in the taskbar after
Networking Monitor is started.



Dial-Up Networking Monitor can be configured to show status lights in two forms, as an icon or as a window on
the desktop.



Select this check box to see status lights in the Dial-Up Networking Monitor icon next to the clock in the taskbar.



Select this check box to see status lights in the Dial-Up Networking Monitor window on the desktop.



Select this check box to see the title in the Dial-Up Networking Monitor window.



Select this check box to have the Dial-Up Networking Monitor window always appear on top of other windows.



Click to choose which devices on your computer should show status lights.



Click to immediately apply your changes in Dial-Up Networking Monitor.



Select this check box to control how much space the lights take up in the Dial-Up Networking Monitor window.



Select the devices on your computer for which you want to see status lights.



The selected device or connection.



The protocol the device is using for connection.



Lists the address assigned to the computer by the dial-up server. The Address will be displayed only for the
protocols enabled for dial-out connections.



The IP address for the RAS server.



The IPX network number assigned to the computer by the dial-up server.



The IPX node identifies a particular computer.



Your computer name.



You can assign more that one phone number to each entry in Dial-Up Networking. This is useful if you have a
pool of phone numbers to connect to.

To add additional phone numbers to an entry, type a new phone number and click Add.



Click to add an additional phone number to an entry.



Click to replace the phone number selected in the Phone numbers box with a new one.



The list of additional phone numbers for an entry.



Click to raise the order of the selected phone number in the Phone numbers box until the phone number is in
the correct order.

Dial-Up Networking dials the numbers in order until a connection is made.



Click to lower the order of the selected phone number in the Phone numbers box until the phone number is in
the correct order.

Dial-Up Networking dials the numbers in order until a connection is made.



Click to delete the selected phone number from the Phone numbers box.



Select this check box to move phone numbers that connected successfully to the top of the list. The next time
you dial the phonebook entry, these numbers will be tried first.



Prefixes allow you to add extra numbers to the beginning of phone book entries.

To add a prefix to the list of available prefixes, type a prefix in the box and click Add.



Click to add a new prefix to the list of available prefixes.



Click to replace the prefix highlighted in the Prefixes box with a new prefix.



The list of available prefixes.



Select a prefix and then click to move the prefix up until it is in the correct order.



Select a prefix and then click to move the prefix down until it is in the correct order.



Select a prefix and then click to delete it.



Suffixes allow you to add extra numbers to the end of phone book entries.

To add a suffix to the list of available suffixes, type a suffix in the box and click Add.



Click to add a new suffix to the list of available prefixes.



Click to replace the suffix highlighted in the Suffixes box with a new prefix.



The list of available suffixes.



Select a suffix and then click to move the suffix up until it is in the correct order.



Select a suffix and then click to move the suffix down until it is in the correct order.



Select a suffix and then click to delete it.



Choose a location from which to dial.



Click to add a new location. You can then choose this new location in the Dialing from box in the Dial-Up
Networking dialog box.



Prefixes allow you to temporarily add extra numbers to the beginning of all phone book entries without changing
every entry.

Choose a prefix to use for the selected location.



Click to add a new prefix.

The prefix list is specific to each user on the computer.



Suffixes allow you to temporarily add extra numbers to the end of all phone book entries without changing every
entry.

Choose a suffix to use for the selected location.



Click to add a new suffix.

The suffix list is specific to each user on the computer.



Type the name of a new location in the box.



Click to add the new location to the list of locations.



Click to replace a selected location in the Locations box with the new name.



The list of possible locations for your computer.



Select a location and click to delete it.



Screen text is good enough. Maybe one wording change though - "The Close on dial option hides the phonebook
(can we say Dial-Up Networking instead?) while dialing and closes it as soon as you connect."



Select this check box if you do not want to use a script or terminal before dialing.



Select this check box to use a terminal box before dialing.

See Using RAS Terminal for Remote Logons



Se